
INFORMATION ON DATA PROCESSING 
IN CONNECTION WITH THE DATARACING COMPETITION 

ORGANISED JOINTLY BY THE CENTRAL BANK OF HUNGARY 
AND THE BUDAPEST UNIVERSITY OF TECHNOLOGY AND ECONOMICS 

 
Data Protection Notice of the Magyar Nemzeti Bank (the central bank of Hungary) 

 
Personal data recorded in connection with the Dataracing is stored and processed in accordance with 
Regulation 2016/679 of the European Parliament and of the Council on the protection of natural 
persons with regard to the processing of personal data and on the free movement of such data, and 
repealing Directive 95/46/EC and Act CXII of 2011 on the right to information self-determination and 
freedom of information, as follows. 
 
Controller: 
Magyar Nemzeti Bank (hereinafter referred to as: MNB) 
Registered office: 1013 Budapest, Krisztina krt. 55., Hungary 
Mailing address: 1850 Budapest, Hungary 
Telephone: +36 1 428 2600 
 
Data Protection Officer of the MNB: Dr Tivadar János Marton, email: martont@mnb.hu 
 
Objective of the processing and scope of the data processed: 
The purpose of the data processing is to keep in touch with Dataracing participants and prize winners, 
to inform them and for related promotional and press purposes. For this purpose, the MNB processes 
the data provided by the Participant in connection with the Dataracing. 
 
Legal grounds for processing: 
 
The legal basis for the processing of data is the unambiguous consent of the person participating in the 
Dataracing, given in the knowledge of this notice. 
 
Duration of processing: 
 
The data will be processed by the MNB for 5 years or until the data subject requests its erasure. 
 
Access to and transfer of data: 
 
Your data may be accessed by the employees of the MNB in the performance of their duties. 
 
Data security measures: 
 
The MNB shall take appropriate measures to protect personal data from, inter alia, unauthorised access 
or alteration.  



Rights relating to data processing: 
 
Right of information and access: 
 
You may request information in writing from the MNB, via the contact details provided under the sub-
heading ‘Controller’ on 
• what personal data are processed by the MNB; 
• on what grounds; 
• for what purpose; 
• for how long it processes your personal data; 
• whether it still processes your personal data; 
• for whom, when, for what reason and to which of your personal data it has given access or to 

whom it has transferred your personal data. 
 
You can also request a copy of your personal data held by the MNB. 
 
The MNB shall satisfy your request within a maximum of 25 days in a response sent to the contact 
details provided in the request. If you send your request to the MNB by way of electronic means, you 
will also receive the MNB’s reply electronically, if possible. If you wish to receive the reply by other 
means, please indicate this in the request. 
 
Right to rectification: 
 
During the processing period, you may request in writing, via the contact details provided under the 
sub-heading ‘Controller’, that the MNB amend or correct any of your personal data if it has changed in 
the meantime. 
 
The MNB shall comply with the request without undue delay, within a maximum of 25 days, and will 
notify you by sending a letter to the contact details provided. If you send your request to the MNB by 
way of electronic means, you will also receive the MNB’s reply electronically, if possible. If you wish to 
receive the reply by other means, please indicate this in the request. 
 
Right to erasure (‘right to be forgotten’): 
 
During the period of processing, you may request the erasure of your personal data by writing to the 
MNB using the contact details provided under the sub-heading ‘Controller’. 
 
The MNB shall reject your request for erasure if the MNB is required by law to continue to store your 
personal data. However, if there is no such obligation for the personal data requested to be erased, the 
MNB shall comply with the request without undue delay, within a maximum of 25 days, and notify you 
by sending a reply letter to the contact details provided. If you send your request to the MNB by way 
of electronic means, you will also receive the MNB’s reply electronically, if possible. If you wish to 
receive the reply by other means, please indicate this in the request.  



Right to restriction of processing: 
 
You may request the restriction of processing in writing to the MNB via the contact details provided 
under the sub-heading ‘Controller’. In the case of a restriction, the MNB may only store your personal 
data may only carry out other processing activities with your consent, for the purpose of pursuing a 
legal claim or in the public interest. 
Restriction of data can be requested if: 
• you think that your data is not accurate; or 
• you think that your data has been unlawfully processed by the MNB but you do not want it erased; 
• you require the processing for the establishment or defence of legal claims, but the MNB no longer 

needs the data. 
The MNB shall comply with the request without undue delay, within a maximum of 25 days, and notify 
you in a letter sent to the contact details provided. If you send your request to the MNB by way of 
electronic means, you will also receive the MNB’s reply electronically, if possible. If you wish to receive 
the reply by other means, please indicate this in the request. 
 
Right to withdraw consent: 
 
You may withdraw your consent to the processing of your data at any time in writing via the contact 
details provided under the sub-heading ‘Controller’. In the event of withdrawal of consent, the 
processing of the data by the MNB prior to the withdrawal remains lawful. If you withdraw your 
consent, your data shall be deleted. 
 
The MNB shall delete your personal data without undue delay upon receipt of the withdrawal and shall 
notify you by letter sent to the contact details provided. If you send your request to the MNB by way 
of electronic means, you will also receive the MNB’s reply electronically, if possible. If you wish to 
receive the reply by other means, please indicate this in your declaration. 
 
Legal remedy: 
 
If you consider that the data processing did not comply with the legal requirements, you may initiate a 
complaint to the Data Protection Officer of the Magyar Nemzeti Bank (dr. Tivadar János Marton, phone: 
06 1 428 2600, email: martont@mnb.hu), or to a court of law, and may lodge a complaint with the 
National Authority for Data Protection and Freedom of Information. 
Contact information of the National Authority for Data Protection and Freedom of Information: 
National Authority for Data Protection and Freedom of Information 
Mailing address: 1363 Budapest, Pf.: 9., Hungary 
Address: 1055 Budapest, Falk Miksa utca 9-11., Hungary 
Telephone: +36 (1) 391-1400 
Fax: +36 (1) 391-1410 
Email: ugyfelszolgalat@naih.hu  



Data Protection Notice  
of the Budapest University of Technology and Economics 

In accordance with the General Data Protection Regulation 2016/679 of the European Parliament and 
of the Council (‘GDPR’) and Act CXII of 2011 on Informational Self-Determination and Freedom of 
Information (‘Info Act’), the Budapest University of Technology and Economics (‘Controller’ or 
‘University’) informs the Participants about the processing of personal data by the University as follows: 
 
Controller 

Name: Budapest University of Technology and Economics (Budapesti Műszaki 
és Gazdaságtudományi Egyetem, hereinafter referred to as: BME) 

/Responsible department: Center for University–Industry Cooperation/ Registered office: 1111 
Budapest, Műegyetem rakpart 3., Hungary 
Mailing name: Budapesti Műszaki és Gazdaságtudományi Egyetem 
Mailing address: 1111 Budapest, Műegyetem rkp. 3. 
Website: www.bme.hu 
 

Purpose of processing: 
 
The purpose of processing is to run the Dataracing competition, in particular: to identify the 
competitors, to contact the competitors in relation to the competition and to process further data for 
marketing purposes only for notifying them of calls for entries for data analysis competitions, to 
evaluate the entries, to take decisions, to communicate the results, to fulfil obligations relating to the 
benefits, to pay benefits and to record payments in accordance with the rules on the responsible and 
accountable management of public funds. 
 
Scope and source of the data processed: 
 
The data processed includes the data provided by the Participant in connection with the Dataracing, 
including personal data necessary for payment in the case of a prized application. We also allow the 
Participant to enter their Neptun code on their registration profile if they are a BME student. If the 
student gives their consent, the Participant allows the instructors of the given course to know, store 
and use the partial result data in connection with the BME courses Data Analysis Platforms and 
Customer Analytics. 
The Participant shall be responsible for the accuracy, completeness and authenticity of the data and 
documents provided during the participation. 
 
Legal grounds for processing: 
 
The legal basis for the processing of data is the unambiguous consent of the person participating in the 
Dataracing, given in the knowledge of this notice.  



Method of processing: 
 
The submission, assessment and registration of the competition solution shall be done via 
dataracing.hu. The data of the awarded placement as a benefit (the title of the benefit and the amount 
awarded) is recorded in the University’s electronic SAP system. Applicants will be notified of the results 
of the competition by e-mail and the results will be published on dataracing.hu. 
 
Duration of processing: 
 
The materials and information containing personal data shall be handled by the Budapest University of 
Technology and Economics as the Controller for a period of 15 years from the date of the closure of the 
competition by a final decision, based on the valid Document Management Policy and the Archives Plan 
of the University, in accordance with the Government Decree 335/2005 (XII. 29.) Korm. on the general 
requirements for the records management of bodies with public service mission. 
 
Data transfer and data processor: 
 
To the extent necessary for the performance of their duties, the employees of the BME concerned may 
have access to the data, in particular those involved in the organisation and conduct of the competition, 
the evaluation process, the payment and the storage of documents. The University is also entitled to 
share personal data with the Magyar Nemzeti Bank for the purpose of verifying that the Participant 
does not have an employment relationship with the MNB. The name of the winner will be publicly 
announced as news on the official BME website (mainly www.bme.hu; faculty pages). 
 
Data security: 
 
The Controller shall manage personal data confidentially and take all technical and organisational 
measures to ensure the security of the personal data throughout the processing. 
 
Rights of Data Subject: 
 
When processing your personal data, you have the rights set out in the GDPR and the Info Act. You can 
exercise your rights regarding the processing of your personal data by the Controller by using the 
contact details provided in the ‘Legal remedy’ section. The Controller does not provide information on 
the Participant’s personal data, nor does it receive instructions concerning personal data by telephone. 
So only general information is given over the phone. 
 
The Controller shall inform you of the action taken on your request or the reasons for non-action or 
refusal of your request and of the remedies available to you within 30 days of receipt of your request, 
which may be extended by a further two months if necessary, taking into account the complexity of the 
request and the number of requests. The Controller shall provide information on any extension of the 
deadline and the reasons for it within 30 days of receipt of the request.  



The Controller shall, as a general rule, ensure the exercise of the data subject’s rights free of charge. 
However, if the Participant’s request is clearly unfounded or excessive, in particular because of its 
repetitive nature, the University, taking into account the administrative costs of providing the 
information or information requested or of taking the action requested: 

- may charge a reasonable fee, or 
- may refuse to act on the request. 

 
Transparent information: 
 
In this document, the Controller informs the Participants about the identity and contact details of the 
controller, the purpose, legal basis and duration of the processing, the rights of the Participants and 
the legal remedies available to them. 
 
Access to personal data: 
 
You have the right to be informed at any time whether or not your personal data is being processed 
and, if such processing is taking place, to have access to your personal data and to the information 
specified in the GDPR. 
 
Correction and addition: 
 
You have the right to request the modification or correction of or addition to the personal data 
concerning you at any time. 
 
Withdrawal of consent: 
 
You may withdraw your consent to the transfer of data at any time by sending an email to the email 
address provided in the ‘Legal remedy’ section. The withdrawal of consent shall not affect the 
lawfulness of processing based on consent prior to the withdrawal. 
 
Object: 
 
You may object, on grounds relating to your particular situation, to the processing of personal data 
concerning you which is necessary for the performance of a task carried out by the University in the 
public interest. In this case, the personal data may be further processed despite the objection only if 
the processing is justified by compelling legitimate reasons which override the Participant’s interests, 
rights and freedoms or are related to the submitting, enforcing or defending legal claims. 
 
Erasure: 
 
You have the right to request the erasure of personal data concerning you in the cases set out in the 
GDPR. The Controller shall examine your request and, if justified, take action to erase it. In particular, 
the University will refuse a request for erasure in cases where the University is required by law or by 
internal rules based on law to continue to store the personal data or where the processing is necessary 
for submitting, enforcing or defending legal claims.  



Restriction of processing: 
 
You have the right at any time to request the restriction of processing personal data concerning you 
under the conditions set out in the GDPR. For example, if the Controller no longer needs the data or 
there is a possible unlawfulness of the processing, but you object to the erasure and request instead a 
restriction of use. Restricted personal data may only be processed with your consent or for the purpose 
of submitting, enforcing or defending legal claims or for the protection of the rights of another natural 
or legal person or of an important public interest of the Union or of a Member State. 
 
Legal remedy: 
 
Please contact us at mnbprogram@bme.hu if you believe that your rights have been infringed in 
connection with the processing of your data so that we can remedy the possible infringement as soon 
as possible. 


